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JURMALAS VALSTSPILSETAS PASVALDIBA

RIKOJUMS
Jurmala

20.05.2022. Nr. 1.1-14/22/155

Par personas datu aizsardzibas noteikumu
apstiprinasanu

Pamatojoties wuz Eiropas Parlamenta un Padomes regulas
Nr.2016/679 par fizisku personu aizsardzibu attieciba uz personas datu
apstradi un Sadu datu brivu apriti un ar ko atcel Direktivu 95/46/EK
(Vispariga datu aizsardzibas regula) 24.panta pirmo dalu, lai nodrosinatu
Jurmalas valstspilsétas pasvaldiba vienotas prasibas fizisko personu datu
aizsardzibai:

1. Apstiprinat ieksSéjos noteikumus “Personas datu aizsardzibas
noteikumi” saskana ar Si rikojuma pielikumu.

2. Jurmalas valstspilsetas administracijas Administrativi juridiskas
parvaldes Kancelejai nosutit Jurmalas valstspilsetas pasvaldibas
iestazu un Jurmalas valstspilsétas administracijas struktirvienibu
vaditajiem apstiprinato noteikumu elektronisko versiju
lietvedibas sistema “Doclogix”.

3. Noteikt, ka iekSejo noteikumu “Personas datu aizsardzibas
noteikumi” 73. un 74. punkts stajas speka 2022.gada 1.oktobrl.

4. Ar So rikojumu atzit par speku zaudejusu 2018.gada 9.maija
rikojumu Nr. 1.1-14/187 “Par ieksejas kartibas “Personas datu
apstrades registra veidosanas kartiba” apstiprinasanu”.

Izpilddirektors (paraksts*)
E.Stobovs

*Dokuments parakstits ar drosu elektronisko parakstu un satur
laika zimogu.



Pielikums
Jurmalas valstspilsetas pasvaldibas rikojumam
“Par personas datu aizsardzibas noteikumu apstiprinasanu”

Personas datu aizsardzibas noteikumi

Izdoti saskana ar Eiropas Parlamenta un Padomes regulas Nr.2016/679
par fizisku personu aizsardzibu attieciba uz personas datu apstradi

un Sadu datu brivu apriti un ar ko atcel Direktivu 95/46/EK

(Vispariga datu aizsardzibas regula) 24. panta pirmo dalu un

Valsts parvaldes iekartas likuma 72. panta pirmas dalas 2.punktu

I.Visparigie jautajumi

Personas datu aizsardzibas noteikumi (turpmak - noteikumi) nosaka
Jurmalas valstspilsetas pasvaldibas (turpmak - pasvaldiba) personas
datu aizsardzibas tehniskas un organizatoriskas prasibas, kas jaievero
apstradajot personas datus.

Noteikumu merkis ir nodroSinat personu datu apstrades efektivu
organizésanu, uzraudzibu un aizsardzibu, ka ari atbilstibu Eiropas
Parlamenta un Padomes regulai Nr. 2016/679 par fizisku personu
aizsardzibu attieciba uz personas datu apstradi un sadu datu brivu
apriti un ar ko atce] Direktivu 95/46/EK (turpmak - Vispariga datu
aizsardzibas regula) un citu normativo aktu prasibam personas datu
aizsardzibas joma.

Noteikumi attiecas wuz visam pasvaldibas administracijas
strukturvienibam, iestadem, komitejam, komisijam un darba grupam
(turpmak - institucija), ja pasvaldiba ir parzinis vai apstradatajs
veiktajai personas datu apstradei un ir saistoSi visiem instituciju
darbiniekiem, taja skaita, bet ne tikai, brivpratiga darba veicejiem,
praktikantiem un tiem komisiju locekliem, kuri nav darba tiesiskajas
attiecibas ar pasvaldibu, kuri, pildot amata pienakumus, ir saistiti ar
pasvaldibas funkciju nodrosinasanu un veic personas datu apstradi
(turpmak - darbinieks).

Noteikumos lietotie termini ir interpretéjami atbilstoSi Visparigajai
datu aizsardzibas regulai.

II. Par personas datu aizsardzibu atbildigas personas, to
tiesibas un pienakumi
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11.

16.

Par personas datu apstradi, informacijas resursu un tehnisko resursu

drosibu ir atbildigi darbinieki, kuru pienakumi noteikti darba liguma,

amata apraksta, vai kuri ar rikojumu ir norikoti veikt attiecigos
pienakumus.

Atbildibas sadalijjums:

6.1. institucijas vaditajs atbild par institucijas veikto personas datu
apstradi saskana ar arejiem normativajiem aktiem un
pasvaldibas iekSejiem normativajiem aktiem;

6.2. tieSais vaditajs atbild par ta padotiba esoSo darbinieku veikto
personas datu apstradi saskana ar arejiem normativajiem
aktiem, pasvaldibas iekSéjiem normativajiem aktiem un
institucijas vaditaja rikojumiem;

6.3. darbinieks atbild par ta veikto personas datu apstradi saskana
ar arejiem normativajiem aktiem, pasSvaldibas iekséjiem
normativajiem aktiem un tiesa vaditaja rikojumiem.

Pasvaldibas personas datu aizsardzibas specialists (turpmak - datu

aizsardzibas specialists) organize, konsulte un uzrauga personas datu

apstrades atbilstibu normativo aktu prasibam pasvaldiba saskana ar

Sajos noteikumos noteikto kartibu.

Jurmalas valstspilsetas administracijas Informacijas un komunikaciju

tehnologiju parvalde (turpmak - tehnisko resursu turetajs) nodroSina

logiskas aizsardzibas pasakumus personas datiem, kas glabajas
pasvaldibas informacijas sistémas un resursos.

Tehnisko resursu turétajam ir sadi pienakumi:

9.1. pec datu aizsardzibas specialista pieprasijuma sniegt
informaciju par informacijas sistemu lietotajiem un lietotaju
pieejas tiesibu limeniem;

9.2. nodrosinat datu subjekta tiesibas uz datu parnesamibu, dzesanu
vai laboSanu;

9.3. pec iesp€jas nodrosSinat integretas datu aizsardzibas principa
ievérosanu, ieviesot jaunas vai attistot esosas informacijas
sistemas;

9.4. sadarboties ar datu aizsardzibas specialistu, lai nodroSinatu
personas datu apstrades drosibu.

III. Datu apstrades organizatoriska procedura

Personas dati, tostarp ipaso kategoriju dati, kas tiek izmantoti
personas datu apstrade un pec kuriem ir iespejams identificet fizisku
personu, ir klasificéjami ka ierobezotas pieejamibas informacija, kurai
ir tiesibas pieklut tikai pilnvarotiem darbiniekiem.

Personas datu apstradi, ieverojot normativajos aktos noteiktas
prasibas, veic tikai tie pasvaldibas darbinieki, kuru amata pienakumos
ietilpst veikt Sadas darbibas saskana ar amata aprakstu, darba ligumu,
strukturvienibas nolikumu vai institucijas vaditaja rikojumu.
Informacijas sistémas personas datus drikst apstradat tikai tie
pasvaldibas darbinieki, kuram ir pieskirta attieciga piekluve.
Darbiniekam ir japarzina sevis veiktas personu datu apstrades
merkus un tiesiskos pamatus.
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Personas datu apstrades laiks ir darba laiks atbilstosi apstiprinatajiem
institucijas darba kartibas noteikumiem vai arpus institucijas darba
laika, nemot vera darbinieka darba specifiku. Personas datu apstradi
veic darba telpas, iznemot gadijumus, kad darbinieks veic droSu
attalinatu piekluvi pasvaldibas informacijas sistemam.
Informacijas sistemu lietotajiem piekluves tiesibas tiek pieskirtas pec
struktiurvienibas vaditaja pieprasijuma saskana ar pasSvaldibas iekséjo
kartibu par informacijas sistemu lietosanu.
Dokumentus papira formata, kas satur ipaSo kategoriju datus,
darbinieki glaba sledzamos skapjos, izvertéjot glabasanas
nepieciesamibu.
Lai nodroSinatu personas datu precizitati, nemot vera merkus kadiem
tos apstrada, darbinieks:
20.1. neveido nevajadzigas atseviSkas personas datu kopijas;
20.2. izmanto katru iespeju, lai nodrosinatu personas datu
atjaunosanu (pieméram, apkalpojot personu klatiene, ludz
precizet savu kontaktinformacijai sazinas noluka);
20.3. precize personas datus ja darbinieks konstate datu
neatbilstibu.
Personas dati tiek apstradati un glabati lidz pasvaldibas noteikta
personas datu apstrades méerka sasniegSanai, saskana ar noteikto lietu
nomenklaturu, dokumentu un arhivu parvaldibas un citu normativo
aktu prasibam.
Dokumentus papira formata, kuri satur personas datus, taja skaita
visus dokumentu sagatavoSanas procesa radusos un turpmakam
darbam nederigos pierakstus (ar1 pasrocigi veiktos), kuri vairak nav
nepiecieSami noteikta datu apstrades merka sasniegsanai un kuri nav
jasaglaba atbilstoSi noteiktajai lietu nomenklaturai, darbinieks
iznicina, izmantojot papira smalcinatajus.
Ipasu kategoriju personas datus, kurus apstrada elektroniska veida
parsuta citam personam Sifréeta veida vai izmantojot drosus
komunikaciju kanalus.
Gadijumos, kad Jurmalas domes (turpmak - dome) deputatiem pec
domes sedem sezu materiali papira formata vairs nav nepieciesami,
tie tiek nodoti iznicinaSanai tam darbiniekam, kurs tos ir izsniedzis.
Tehnisko resursu turetajs nodroSina datu nesé€ju iznicinasanu, veicot
informacijas izdzéSanu un datu neséju fizisku sabojasanu, kas nelauj
atjaunot to funkcioneésanu. Datu neseji var tikt nodoti iznicinasanai
arpakalpojuma sniedzejam, ieverojot pakalpojuma liguma noteiktas
prasibas un kartibu.
Personas datu aizsardzibas parkapuma konstatéSanas un
izmeklesanas procedura, ka ari darbinieka riciba parkapuma gadijuma
noteikta pasvaldibas iekSeéjos noteikumos par personas datu
aizsardzibas parkapumu atklasanas, izmekléSanas un zinosSanas
kartibu.

IV. Personas datu aizsardzibas organizatoriska kartiba
pasvaldibas iestade
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Pasvaldibas iestades vaditajs noriko iestades datu aizsardzibas
koordinatoru un par koordinatora iecelSanu piecu darba dienu laika
pazino datu aizsardzibas specialistam. Par koordinatoru iecel personu,
kura parzina iestades darbibu, informacijas apmainas procesus
funkciju nodrosSinasanai un kurai ir izpratne par personas datu
aizsardzibu.

Koordinatoram ir pienakums sesu menesu laika kops norikoSanas,

apmeklét obligato ievadinstruktazu datu aizsardzibas joma par

personas datu apstrades registra lietoSanu, ko organize datu
aizsardzibas specialists.

Koordinatoram ir Sadi pienakumi:

29.1. piedalities datu  subjektam  sniedzamas informacijas
sagatavosana  atbilstoSi datu aizsardzibas specialista
noradijumiem;

29.2. sadarbiba ar datu aizsardzibas specialistu piedalities un
uzskaitit iestade veiktas personas datu apstrades darbibas,
noradot apstrades darbibu, personas datu apstrades merki,
personas datu apstrades tiesisko pamatu; personas datu veidus
un sanemejus, ka arl nodrosSinat attiecigas informacijas
aktualizesanu pasvaldibas personas datu aizsardzibas registra;

29.3. piedalities novertéjuma par ietekmi uz datu aizsardzibu veikSana
attieciba uz pasvaldibas iestades veikto personas datu apstradi;

29.4. piedalities personas datu aizsardzibas parkapuma risku
izvertesana;

29.5. sadarboties ar datu aizsardzibas specialistu, lai nodrosinatu
saskanotu personas datu aizsardzibas prasibu ieverosanu
iestade.

Koordinatoram ir tiesibas:

30.1. sanemt no citiem darbiniekiem pienakumu veikSanai
nepiecieSamo informaciju;

30.2. sanemt datu aizsardzibas specialista atbalstu pienakumu izpilde.

lestade var izstradat proceduras, kartibas un noteikumus personu

datu aizsardzibas joma, saskanojot tas ar datu aizsardzibas
specialistu. Iestades izstradatas proceduras, kartibas un noteikumi
nedrikst but pretruna ar Siem noteikumiem.

V.Darbinieku tiesibas un atbildiba

Ikviens darbinieks ir atbildigs par savam veiktajam darbibam ar

personas datiem paSvaldibas informacijas sistemas, kas veiktas

darbiniekam autorizejoties informacijas sistema ar autentifikacijas

lidzekliem.

Darbiniekam ir sadi pienakumi:

33.1. personas datus izmantot tikai pasvaldibas noteiktaja kartiba un
tikai darba pienakumu izpildei;
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33.2.

33.3.

33.4.

33.5.

33.6.

33.7.

33.8.

33.9.

pirms personas datu izpauSanas veikt informacijas sanemeéja
identificeSanu, parliecinaties par informacijas saneémeéja
pilnvarojumu vai tiesibam sanemt personas datus, Saubu
gadijuma neveicot personas datus saturosas informacijas
izplatiSanu, zinojot par nepamatotiem personas datus saturosas
informacijas pieprasijumiem;

lietot pasvaldibas tehnisko aprikojumu un rikus ar pienacigu
rupibu un uzmanibu, un tikai ar pasvaldibas funkciju saistitiem
merkiem, darba liguma vai amata apraksta noteikto uzdevumu
izpildei;

neizpaust personas datus un citu informaciju, kuru apstrada,
veicot amata pienakumus, esot darba tiesiskajas attiecibas, ka
ar1 péc darba tiesisko attiecibu izbeigSanas;

precizet personas datus, ja ir konstateta personas datu
neprecizitate, noradot pamatojumu;

atbilstoSi kompetencei nodroSinat, lai telpas, kuras tiek
apstradati personas dati, treSas personas uzturas tikai
darbinieka klatbutne;

beidzot darbu, nodrosinat, lai dokumenti, kuri satur personas
datus, tiek novietoti citam personam brivi nepieejamas vietas;
izejot no telpas, atstat datoru tada stavokli, lai darbu ar to varetu
atsakt tikai pec darbinieka autentifikacijas un autorizacijas;
veicot personas datu apstradi informacijas sistemas, izmantot
informacijas aizsardzibas lidzeklus, kas noteikti informacijas
sistemu lietoSanas un drosibu reglamentéjosajos normativajos
aktos;

33.10. sadarboties ar tehnisko resursu turetaju un personas datu

aizsardzibas specialistu, lai varetu tikt realizétas Sajos
noteikumos noteiktas tiesibas un pienakumi.

Darbiniekam ir aizliegts:

34.1.

34.2.

34.3.

34.4.

34.5.

informaciju un personas datus glabat publiski pieejamas vietas
un atstat tresajam personam (ari citiem darbiniekiem) brivi
redzamas vietas, ka ar1 telefoniski vai cita personu
neidentificéjosa veida sniegt informaciju par personas datiem;
izpaust zinas par pasvaldibas informacijas sistému uzbuvi un
konfiguraciju, fiziskas un logiskas aizsardzibas lidzekliem, ka ar1
atklat personas datus nepilnvarotam personam vai tresajam
personam, iznemot Sajos noteikumos noteiktos gadijumos;
iegut (taja skaita ar1 aplukot informacijas sistemas), izpaust vai
nodot personas datus tresajam personam bez tiesiska pamata,
ka ar1ieguto informaciju izmantot darbibam, kas nav saistitas ar
darbiniekam noteiktajiem amata pienakumiem pasSvaldibas
funkciju izpilde;

izmantot informacijas sistemas un personas datus personigam
vajadzibam un komercialiem merkiem;

sanemtos personas datus patvaligi parveidot, publicét,
piedalities to nodosana vai pardosana un reproducet kopuma vai
daleji. Jebkuras darbibas ar personas datiem, ieskaitot to
vakSanu, registresanu, ievadiSanu, glabasanu, sakartoSanu,
parveidoSanu, izmantoSanu, nodoSanu, parraidiSanu un
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39.

40.

41.

42.

43.

44.

izpausanu, blokésanu vai dzesanu, drikst veikt tikai pasvaldibas
noteikta kartiba amata pienakumu izpildei.
Par prettiesiskam darbibam ar personas datiem darbinieku var saukt
pie normativajos aktos paredzetas atbildibas.

VI. Personas datu nodosana tresajam personam

Personas datu pieprasijumam jasatur informacija, kas lauj identificet
datu pieprasitaju un datu subjektu, datu pieprasijuma tiesisko pamatu,
ka ar1 jabut noraditam pieprasito datu apjomam un to izmantoSanas
merkim. Personas datu nodoSana treSajam personam ir iesp€jama
tikai uz rakstiska pieprasijuma pamata.

Pirms personas datu nodosanas tresajai personai, darbinieks izverte:
37.1. datu nodosanas tiesisko pamatu;

37.2. tresas personas tiesibas sanemt pieprasitos personas datus;
37.3. izsniedzamas informacijas apjomu un merki.

Ja darbinieks konstate, ka treSajai personai nav tiesibas sanemt
pieprasitos personas datus vai sanemt tos pieprasitaja apjoma, tiek
sagatavots atbilstoSs rakstveida atteikums vai daleéjs atteikums
izsniegt personas datus.

Pirms personas datu nodosanas tresajam personam darbinieks
nosutamo dokumentu saskano ar personas datu aizsardzibas
specialistu.

Sutot elektroniski tresajam personam informaciju, kas satur personas
datus, taja skaita ipaso kategoriju personas datus, to pievieno
elektroniska sutijuma pielikuma, aizsargajot dokumentu (dokumentu
arhivu) ar paroli. Darbinieks sazinas ar informacijas sanemeju, lai
nodotu pielikuma atveérsanas paroli.

Nododot personas datus izmantojot informacijas sistemas, institucija
nodroSina informacijas saglabasanu par:

41.1. personas datu nodoSanas laiku;

41.2. personu, kas nodevusi personas datus;

41.3. personu, kas sanemusi personas datus.

Publicejot vai izsniedzot dokumentus vai to atvasinajumus, atbildigais
darbinieks nodrosina personas datu dzésanu.

Instittucija, kura sanem treSo personu informacijas pieprasijumu un
pasvaldibas riciba nav pieprasito datu, konsultéjoties ar personas datu
aizsardzibas specialistu, ménesa laika rakstiski informeé par to datu
pieprasitaju.

VII. Novertejums par ietekmi uz datu aizsardzibu un
personas datu apstrades darbibu registrs

Atbildigais darbinieks, kas ierosina jaunu personas datu apstradi vai
maina esoSo personas datu apstrades procesu uz citu, vienu meénesi
pirms jaunas personas datu apstrades (piemeram, jauna pakalpojuma,
informacijas sistémas ieviesanas, jaunu saistoSo noteikumu projekta
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49.

50.

51.

52.

53.

54.

izstrades, ja tas ietver personas datu apstradi) uzsakSanas, informe
datu aizsardzibas specialistu par planotas personas datu apstrades
noluku, personas datu apstrades tiesisko pamatu, datu subjektu
kategoriju, ko planots apstradat, personas datu veidiem, ko planots
apstradat, ka ar1 izmantoto informacijas sistemu un iesaistitajiem vai
planotajiem apstradatajiem.

Novertejumu par ietekmi uz datu aizsardzibu (turpmak - novertejums)
pasvaldiba veic, ja planota personas datu apstrade varetu radit augstu
risku datu subjektam normativajos aktos un Datu valsts inspekcijas
noteiktajos gadijumos.

Datu aizsardzibas specialista sagatavotu novertejuma formu aizpilda
koordinators vai darbinieks, kura parzina ir attiecigais process un
personas datu apstrade. Personas datu aizsardzibas specialists izskata
sagatavoto informaciju un, ja nepiecieSams, sniedz rekomendacijas
risku mazinaSanas pasakumu ievieSanai.

Datu aizsardzibas specialistam personas datu apstrades risku
izvertésanai ir tiesibas pieaicinat arejos ekspertus vai citus attiecigas
jomas specialistus, ka ar1 citu instituciju darbiniekus.

Personas datu apstrades darbibu registru (turpmak - registrs)
sadarbiba ar koordinatoriem uztur personas datu aizsardzibas
specialists, ieklaujot taja Visparigaja datu aizsardzibas regula noteikto
informaciju. Registrs tiek uzturets elektroniska veida ka informacijas
sistéema, kurai lietotaju piekluvi pieskir datu aizsardzibas specialists.
Koordinatori nodroSina, lai redistra attieciba uz konkreéto institiciju
butu ieklautas visas veiktas personu datu apstrades, nepiecieSamibas
gadijuma to aktualizejot, par ko koordinators, izmantojot elektronisko
pastu, informe personas datu aizsardzibas specialistu.

VIII. Ligumi ar apstradatajiem

Institucija uzdevumu veikSanai piesaista tikai tadu apstradataju
(apaksuznemeju), kas sniedz pietiekamas garantijas, lai istenotu
normativajos aktos noteiktos tehniskos un organizatoriskos
pasakumus personas datu aizsardzibas un droSibas joma.

Institlcija atbild par to, ka ligums ar apstradataju ir noslégts atbilstosi
Visparigajai datu aizsardzibas regulai, taja ir ieklautas normativajos
aktos noteiktas minimalas prasibas apstradatajiem personas datu
aizsardzibas un informacijas tehnologiju drosibas joma, ka ari netiek
pazeminats pasvaldibas izstradatajos liguma paraugos noteiktais
personas datu drosibas limenis.

Institucija liguma projektu, kas paredz personas datu apstradi,
saskano ar datu aizsardzibas specialistu.

Datu aizsardzibas specialists sniedz rekomendacijas par personas
datu prasibam, kas ieklaujami ligumos ar apstradatajiem.

Institucija, kas noslegusi ligumu ar apstradataju, nodrosina liguma
izpildes kontroli personas datu aizsardzibas un drosSibas joma.

IX. Datu subjekta tiesibu nodrosinasana
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Ja institucija plano uzsakt personas datu apstradi merkim, par kuru
datu subjekts nav informeéts, institiicija nodrosina, ka datu subjekts
tiek par to informets pirms apstrades uzsaksanas, ja personas datus
plano iegut no datu subjekta, ja vien informacija jau nav vina riciba.
Institucijai ir pienakums sniegt atbildi uz datu subjekta pieprasijumu,
ja datu subjekts pieprasa informaciju par sevi vai personu, ko datu
subjektam ir tiesibas parstavet, ja tas ir adreséts institucijai vai tas
attiecas uz institucijas parzina esosu informaciju, vai funkciju, kuras
izpildi nodroSina institucija. Par visiem datu subjektu pieprasijumiem
un sudzibam, kas skar personas datu apstradi, institucijai ir
pienakums informet institucijas koordinatoru un datu aizsardzibas
specialistu.

Datu aizsardzibas specialists gatavo atbildi uz datu subjekta
pieprasijumu par savu personas datu apstradi un aizsardzibu, ja tas
adresets pasvaldibai kopuma, pamatojoties uz informaciju, ko sniedz
institucijas. Institucijas atbild par sniegtas informacijas patiesumu un
pilnigumu.

Ja datu subjekts versas institucija ar pieprasijumu nodrosinat vina, ka
datu subjekta tiesibas, tad institucija konsultejoties ar datu
aizsardzibas specialistu sniedz atbildi uz datu subjekta pieprasijumu,
ka arl veic nepiecieSamas darbibas, lai nodrosinatu datu subjekta
tiesibas uz savu personas datu labosanu vai dzésanu.

Sniedzot personas datus datu subjektam, aizliegts izsniegt citu datu
subjekta datus, ko pieprasitajam nav tiesibas iegut.

Institucija, sniedzot atbildi datu subjektam, nodrosina, ka informaciju
izsniedz tam datu subjektam, kas pieprasijis informaciju un kam ir
tiesibas iegut So informaciju. Ja nepieciesams, institiicijai ir tiesibas
pieprasit, lai persona sniedz papildus informaciju, kas ir nepieciesama,
lai parliecinatos par datu subjekta identitati. 5

Atbildi uz datu subjekta pieprasijumu sniedz ménesa laika. So terminu
var pagarinat vel uz diviem meéneSiem, nemot vera pieprasijumu skaitu
pasvaldiba vai institiicija un datu subjekta pieprasijuma sarezgitibu.
Institucija informé datu subjektu par atbildes sniegSanas termina
pagarinajumu un kavésanas iemesliem ménesa laika pec datu subjekta
pieprasijuma sanemsanas.

Par liela apjoma informaciju ir uzskatama informacija, kad datu
subjekts pieprasa informaciju, nenoradot laika posmu, par kadu velas
iegut informaciju, vai pieprasijums ir adresets pasSvaldibai nevis
konkretai institucijai un pasvaldiba datu subjekta personas datu
apstrade gada laika ir veikta vairak ka tris institucijas.

Institucijai ir pienakums informet datu aizsardzibas specialistu par
visiem datu subjekta pieprasijumiem, sniegtajam atbildem un
veiktajam datu apstrades darbibam, sagatavojot atbildi.

X. Personas datu aizsardzibas uzraudziba

Datu aizsardzibas specialists neatkarigi uzrauga personas datu
aizsardzibu pasvaldiba.
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Datu aizsardzibas specialists veic pienakumus un funkcijas, kas izriet

no Visparigas datu aizsardzibas regulas prasibam.

Datu aizsardzibas specialista tiesibas:

66.1. pieprasit un sanemt no institicijam savu uzdevumu veikSanai
nepiecieSamo  informaciju un  dokumentus, ka an
paskaidrojumus no mineto instituciju darbiniekiem;

66.2. piedalities parbaudes institucijas personas datu aizsardzibas
jautajumos;

66.3. sniegt rekomendacijas institucijam personas datu aizsardzibas
joma;

66.4. sniegt konsultaciju datu subjektam par vina tiesibu istenosanu;

66.5. uzdot institucijai sniegt novertéjumam  nepiecieSamo
informaciju;

66.6. pieprasit tehnisko resursu turétajam un pasvaldibas
izpilddirektoram pienemt lemumu par darbinieka auditacijas
ierakstu parbaudi, piekluves tiesibu blokésanu vai anuléSanu, ja
ir pamatotas aizdomas, ka darbinieks ir veicis nelikumigu
personas datu apstradi.

Datu aizsardzibas specialists pirms parbaudes uzsakSanas instittucija

par to informe institucijas vaditaju. Institucijai ir pienakums

nodrosinat institucijas koordinatora klatbutni datu aizsardzibas
specialista parbaude institucija.

Datu aizsardzibas specialists organizé iecelto pasvaldibas iestazu

koordinatoru sanaksmes un apmacibas, lai nodroSinatu saskanotu

personas datu aizsardzibas prasibu ievieSanu un ieverosanu
pasvaldiba.

Datu aizsardzibas specialists sagatavo un iesniedz pasSvaldibas

izpilddirektoram zinojumu par iepriekSéja gada personas datu

aizsardzibas butiskiem notikumiem pasvaldiba. Datu aizsardzibas
specialists nekavejoties zino paSvaldibas izpilddirektoram par
konstatetajiem personas datu aizsardzibas parkapumiem.

Tehnisko resursu turetajam un datu aizsardzibas specialistam ir

tiesibas:

70.1. saskanojot ar pasvaldibas izpilddirektoru un institucijas
vaditaju, pieprasit darbiniekiem paskaidrojumus jautajumos, kas
saistiti ar personas datu apstradi;

70.2. sastadit aktus, atzinumus vai zinojumus par veikto parbauzu
rezultatiem un kopa ar priekslikumiem par Kkonstatéto
nelikumibu un trukumu noversanu iesniegt pasSvaldibas
izpilddirektoram;

70.3. parbauzu veikSanai, parskatu un atzinumu sagatavosanai
pieaicinat gan arejos, gan ieksejos auditorus un ekspertus;

70.4. pieprasit darbiniekiem uzradit dokumentus, kas attiecas uz jau
veiktu vai planotu personas datu apstradi;

70.5. ierosinat un veikt darbibas, kas verstas uz efektivaku personas
datu aizsardzibu.

Lai nodroSinatu personas datu apstrades efektivu uzraudzibu un

aizsardzibu pasvaldiba, konstatéjot iespeéjamu nelikumigu personas

datu apstradi, tehnisko resursu turetajam un datu aizsardzibas
specialistam ir tiesibas pieprasit darbiniekiem veikt kludainu vai
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nelikumigi iegutu datu izdzeéSanu vai iznicinasanu, ka ari lugt
pasvaldibas izpilddirektoram noteikt pastavigu vai pagaidu aizliegumu
personas datu apstradei un istenot citus pasakumus, kas nepiecieSami
personas datu apstrades uzraudzibai un aizsardzibai.

XI. Darbinieku apmacibas

Pasvaldiba nodroSina savu darbinieku apmacibu un informésanu par
datu aizsardzibas pasakumiem, veicot sakotnejo apmacibu un veicot
regularo apmacibu ne retak ka reizi divos gados. Apmacibas tiek
organizetas attalinata veida vai klatiene, iepazistinot darbiniekus ar
uzlabotajam proceduram un citos veidos, kas celtu darbinieku
zinasanas personas datu aizsardzibas joma.

Sakotneja apmaciba tiek nodrosinata darbiniekiem, kuri uzsakusi
darba tiesiskas attiecibas, un ta veicama ne véelak ka viena méneSa
laika no darba tiesisko attiecibu uzsaksanas.

Sakotnejas apmacibas ietvaros darbinieks noklausas video lekciju un
izpilda personas datu aizsardzibas zinasanu parbaudes testu, ko
sagatavojis datu aizsardzibas specialists.

XII. Nosleguma jautajums

Institucijas vaditajs iepazistina darbiniekus ar Siem noteikumiem,
darbinieks iepaziSanos ar noteikumiem apliecina ar parakstu.



